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CERTIFIED FOR DELAYED NOTICE
IN THE SUPERIOR COURT OF THE STATE OF CALIFORNIA, 
COUNTY OF SAN DIEGO
SEARCH WARRANT and COURT ORDER
No. __________________________

The People of the State of California, to any peace officer in the County of San Diego:
[bookmark: _GoBack]Proof, by affidavit having been this day made before me by XXXXXX, a peace officer employed by the [LAW ENFORCEMENT AGENCY], that there is substantial probable cause for the issuance of the search warrant pursuant to Penal Code section 1524 and 1546 et. seq., within a reasonably prudent time (as needed by forensic examiners) you are therefore, commanded to make search at any time of the day, good cause being shown therefor, to seize and search the following;
The court finds that that the information to be obtained by such search is relevant to an ongoing criminal investigation being conducted by [LE Agency] of [target] in connection with possible violations of California law including, but not limited to: [Crime Code section).
LOCATION, PROPERTY, AND/OR PERSON(S) TO BE SEARCHED AND 
FORENSICALLY EXAMINED
A. To forensically examine a white Samsung cell phone impounded at the San Diego Police Department, located at 1401 Broadway, San Diego, CA, impounded under Barcode  number 10499474;
ITEMS TO BE SEIZED
For the following property, to wit:  
1. Utilizing the Cell Phone Forensic Tools for mobile phones, extract and analyze mobile phone data and utilizing the Computer Forensic Examination Tools image and analyze any data that constitute evidence and instrumentalities of [SPECIFIED CRIMES] occurring between [DATES SOUGHT], including communications referring or relating to a this investigation involving any or all of the persons/entities identified as [SPECIFIED INDIVIDUALS AND ENTITIES] including:
a. All communications content and records, including software, data files, deleted files, email, text (SMS/MMS or app chats), notes, or voicemail.  This data will also include attachments, source and destination addresses, and time and date information, and connection logs, images and any other records that constitute evidence and instrumentalities of [SPECIFIED CRIMES] for the dates above, including communications referring or relating to this investigation involving any or all of the persons/entities identified as [SPECIFIED INDIVIDUALS AND ENTITIES] together with indicia of use, ownership, possession, or control of such communications or information found;
b. All location data for the dates above.  Location data may be stored as GPS locations or cellular tower connection data.  Location data may be found in the metadata of photos and social networking posts, wi-fi logs, and data associated with installed applications;
c. All photographic/video/audio data and associated metadata;
d. All internet history for the dates above, including cookies, bookmarks, web history, search terms;
e. All financial information;
f. All Social Media applications;
g. All [OTHER APPLICATIONS/INFORMATION NEEDED FOR INVESTIGATION];
h. All indicia of ownership and control for both the data and the device, such as device identification and settings data, address book/contacts, social network posts/updates/tags, wi-fi network tables, associated wireless devices (such as known wi-fi networks and Bluetooth devices), associated connected devices (such as for backup and syncing), stored passwords, photographs, videos, and user dictionaries.
The executing law enforcement officer may enlist the aid of a law enforcement computer forensic laboratory (including, but not limited to, the Regional Computer Forensics Laboratory (RCFL), and/or the Computer and Technology Crime High Tech Response Team (CATCH)) in the searching, viewing, photographing, recording, copying, forensic imagining and analysis of all computer data to determine if the data contains the “property”, “records” and “information” as described above.  The Court further orders that civilian and federal law enforcement officers are authorized to assist California peace officers in the service of and search of the devices listed in this search warrant.
The Court also finds that there is substantial probable cause to believe notification to the target of the investigation, the electronic communication service subscriber(s), and or the owner/possessor of the device referred to in the affidavit could impede or destroy this investigation.  Accordingly, the court certifies the [LE Agency] request for nondisclosure which is as follows:
ORDER TO DELAY NOTIFICATION TO TARGET OF WARRANT
The Court finds there is substantial probable cause to believe notification to the target(s) of the search warrant whose activities are recorded in the records described above would impede or destroy this investigation.  Accordingly, the court orders that the request of the [LE Agency] is granted and that notification to the target(s) of the warrant is delayed pending further order of this court for a period of ninety (90) days.
Affiant shall bring the return report forthwith before me at the Superior Court of the State of California for the County of San Diego, or to any other court in which the offense in respect to which the property or things is triable, pursuant to sections 1536 and 1546 et. seq. of the California Penal Code.  Affiant shall thereafter retain in your custody the data or information subject to further order of the issuing magistrate or a court with jurisdiction over the matter, and shall dispose of said data only upon order of the issuing magistrate or a court with jurisdiction over the matter.
As required by Penal Code section 1546.1(d)(2), any information obtained through the execution of this warrant that is unrelated to the objective of the warrant shall be sealed and shall not be subject to further review, use, or disclosure absent an order from the Court.

[bookmark: Text36]	Given under my hand and dated this ___ day of XXXX, 20XX.
							__________________________________
Judge of the Superior Court 
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